
ITS Technical Notes 

 

Windows Enterprise Announcement 
 

Oct 14, 2005 – Continued Security Issues with BackupExec 

 

Symantec (Vertias) “BackupExec” users are strongly advised to closely follow 

discussions in the CCSG and WinAdmin mailing lists regarding BackupExec.  Look for 

“Symantec Technical Advisory” on the subject line. 

 

Semantec (Veritas) BackupExec links that may be important to you are: 

  

http://support.veritas.com/docs/279216  

http://forums.veritas.com/discussions/forum.jspa?forumID=101 

 

There have been several server systems compromised at ISU due to exploits of this 

software product. 

 

Port 6106 was blocked at the campus border at about 4:10 p.m. on Oct 13, 2005 to 

address the latest BackupExec exploit issue. 
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